Accounts Payable Core Audit Program

Total Estimated Time to Complete – 300 hrs.


I. Audit Approach

As an element of the University’s core business functions, Accounts Payables will be audited once every three to five years using a risk-based approach.  The minimum requirements set forth in the “general overview and risk assessment” section below must be completed for the audit to qualify for core audit coverage.  Following completion of the general overview and risk assessment, the auditor will use professional judgment to select specific areas for additional focus and audit testing. 

II. General Overview and Risk Assessment (Estimated Time to Complete – 90 hrs.)
At a minimum, general overview procedures will include interviews of department management and key personnel; a review of available financial reports; evaluation of policies and procedures associated with business processes; inventory of compliance requirements; consideration of key operational aspects; and an assessment of the information systems environment.  During the general overview, a detailed understanding of the management structure, significant financial and operational processes, compliance requirements, and information systems will be obtained (or updated).  

As needed, the general overview will incorporate the use of an internal control questionnaire (Attachment I), process flowcharts, and the examination of how documents are handled for key processes. 

 A.
The following table summarizes audit objectives and corresponding high-level risks to be considered during the general overview:

	Audit Objective
	Areas of Risk

	Obtain a detailed understanding of significant processes and practices employed in the implementation of the local accounts payables program, specifically addressing the following components:

· Management philosophy and operating style, and risk assessment practices.

· Organizational structure, and delegations of authority and responsibility.

· Positions of accountability for financial and programmatic results.

· Process strengths (best practices), weaknesses, and mitigating controls.

· Information systems, applications, databases, and electronic interfaces.
	· Poor management communication regarding expectations may result in inappropriate behavior.

· The program's risk assessment processes may not identify and address key areas of risk. 

· Inadequate separation of responsibilities for activities may create opportunities for fraud.

· Inadequate accountability for the achievement of financial or programmatic results may decrease the likelihood of achieving results. 

· Processes and/or information systems may not be well designed or implemented and may not yield desired results, i.e., accuracy of financial information, operational efficiency and effectiveness, and compliance with relevant regulations, policies, and procedures.   


B. The following procedures will be completed as part of the general overview whenever the core audit is conducted:

General Control Environment

1. Interview the accounting officer/department director and key managers associated with accounts payables activities to identify and assess their philosophy and operating style, regular channels of communication, and all internal risk assessment processes.

2. Obtain the department's organizational chart, delegations of authority, and management reports. 

3. Interview select staff members to obtain the staff perspective.  During all interviews, solicit input on concerns or areas of risk. 

4. Evaluate the adequacy of the organizational structure and various reporting processes to provide reasonable assurance that accountability for financial results is clearly demonstrated. 

5. If the organizational structure and various reporting processes do not appear adequate, consider alternative structures or reporting processes to provide additional assurance.  Comparison to similar local departments, or corresponding departments on other campuses, may provide value in this regard.

Business Processes

6. Identify all key department activities, gain an understanding of the corresponding business processes, and positions with process responsibilities. 

7. For financial processes, document positions with responsibility for initiating, reviewing, approving, and reconciling financial transaction types.  Document processes via flowcharts or narratives identifying process strengths, weaknesses, and mitigating controls.  

8. Conduct walk-throughs of various processes for a small sample of transactions by reviewing ledger entries and corresponding documents noting approval signatures (manual or electronic) versus processes as described by the department. 

9. Evaluate processes for adequate separation of responsibilities.  Evaluate the adequacy of the processes to provide reasonable assurance that University resources are properly safeguarded.

10. If processes do not appear adequate, develop detailed test objectives and procedures, and conduct detailed transaction testing with specific test criteria.  Consider whether statistical (versus judgmental) sampling would be appropriate for purposes of projecting on the population as a whole or for providing a confidence interval. 

Information Systems

11. Interview department information systems personnel to identify all accounts payable information systems, applications, databases, and interfaces (manual or electronic) with other systems.  For example, the following information should be obtained:

a. Is this an electronic or manual information system?

b. Does the system interface with core administrative information systems?  If yes, is that process manual or electronic?

c. What type(s) of source documents are used to input the data?

d. What type of access and edit controls are in place within the automated system?

e. How are transactions reviewed and approved with the system?

f. Who performs reconciliation of the system's output to ensure correct information?

g. Is a disaster/back-up recovery system in place?

h. What is the retention period for source documentation and system data?
12. Obtain and review systems documentation, if available. 

13. Document information flow via flowcharts or narratives, including all interfaces with other systems.  Consider two-way test of data through systems from source document to final reports, and from reports to original source documents.   

14. Evaluate the adequacy of the information systems to provide for availability, integrity, and confidentiality of University information resources. 

15. If system controls do not appear adequate, develop detailed test objectives and procedures and conduct detailed testing with specific test criteria.

C. Following completion of the general overview steps outlined above, a high-level risk assessment should be performed and documented in a standardized working paper (e.g., a risk and controls matrix).  To the extent necessary, as determined by the auditor, this risk assessment may address aspects of other areas outlined below (financial reporting, compliance, operational efficiency and effectiveness, and information systems).  In addition to the evaluations conducted in the general objectives section, the risk assessment should consider the following: annual expenditures, time since last review, recent audit findings, organizational change, regulatory requirements, etc. 

III. Financial (Estimated Time to Complete – 80 hrs.)

A.
The following table summarizes audit objectives and corresponding high-level risks regarding financial reporting processes:

	Audit Objective
	Areas of Risk

	Evaluate the adequacy, accuracy and integrity of financial reporting, specifically addressing the following components:

· Department’s accounts payables and accruals reporting processes.

· Department’s monitoring of edits and variances.
	· Reporting processes may not adequately align resources with key business objectives.

· Edits and variances not adequately monitored/evaluated may result in inaccurate financial reports.

· Improper reporting of costs may cause regulatory compliance concerns.


B.
The following procedures should be considered whenever the core audit is conducted:

1. Identify all financial reporting methods in use by the department.  Obtain and review copies of recent financial reports. 

2. Gain an understanding of the different methods used to monitor edits and variances.

3. On a test basis, evaluate the accuracy and reliability of financial reporting (consider using ACL to independently extract and summarize data).  Perform tests such as the following: 

a. Obtain or prepare a comparative summary of accounts payables and accrued liability balances.  Trace totals to the general ledger and to the listing of detailed balances.  
b. Through inquiry and examination, determine the propriety of reconciling items between the detailed and summary listings.  
c. Scan the detailed listing of accounts payables and investigate significant unusual items, such as debit balances and old unpaid invoices, which may indicate duplicate payments, unrecorded purchases, or disputes with suppliers or inclusion of invalid invoices.
d. Inquire about potential sources of unrecorded liabilities.  Consider the major suppliers of goods and services and the possibility of receipt of goods or services at remote locations, or abnormal business transactions.
e. If certain reporting does not appear accurate and reliable, develop detailed test objectives, procedures, and criteria.  Conduct detailed testing as needed to determine the impact of financial reporting issues. 

IV. Compliance (Estimated Time to Complete – 80 hrs.) 

A.
The following table summarizes audit objectives and corresponding high-level risks regarding compliance with policies and procedures, and regulatory requirements: 

	Audit Objective
	Areas of Risk

	Evaluate local compliance with the following requirements: 
· Financial/Accounting Policies & Procedures Manual, e.g.:

· University accounts payables policies.

· Authorization limits.

· State laws and regulations.

· Applicable Federal rules and regulations.

· Other University and local policies and procedures.
	· Non-compliance of local processes with University requirements may result in incorrect or inconsistent reporting of liabilities.

· Non-compliance with laws and regulations may put the University at risk with regulatory agencies.


B.
The following procedures should be considered whenever the audit is conducted:

1. Cut-Off Test – Test year-end cut-off by tracing the first five checks issued prior to (and subsequent to) the cut-off.  Select from the check register and match each check with invoice.  Ensure accounts payables list contains post cut-off entries, but no pre-cut-off entries

2. Significant Overstatement Test – Scan detail of accounts payables and inquire about significant balances with single vendors.  Consider confirmation of significant vendor balances.  

3. Review cash disbursements journal subsequent to cut-off to determine if significant balances are subsequently paid.  Consider performing this test in conjunction with search for unrecorded liabilities. 

4. Prepare or obtain an aging of accounts payables and determine why older amounts (>90 days) have not been paid, and/or prompt payment discounts not taken.

5. Search for Unrecorded Liabilities – Review disbursements after the cut-off that exceed $250K.  Examine source document and ascertain whether the payment or a part thereof should have been included in accounts payable or accrued expenses as of the cut-off date, and trace to appropriate detailed accounts payables list.

6. Examine, on a test basis, unpaid invoices at hand, and determine if any represent unrecorded liabilities as of the cut-off date.

7. Discuss with Campus/Laboratory attorneys if they are aware of any material unrecorded liabilities. 

8. Analytical Procedures – Compare current balances to prior year balance for accounts payables and accrued expenses/liabilities.  Consult with management regarding significant fluctuations.

9. Vouching – Trace a sample of recorded accounts payables from the detailed listing to supporting documentation, such as properly approved purchase orders, receiving reports, and/or invoices, to determine the accuracy of the listing.  The sample size should be determined based on ratio analysis and other substantive tests performed earlier.

10. Accrued Expense/Liability – Determine the significant accrual accounts, such as vacation pay/accrued leave, payroll, pension and health benefits, taxes, utilities, major vendors, and environmental liabilities.  Compare current and prior year accruals and inquire about significant or unusual fluctuations.  Compare accruals to payments made in subsequent periods.   

11. Interview department staff and determine if any local laws or regulations are applicable to accounts payables.  If laws and regulations are applicable, review a sample of payables and department processes and policies to evaluate compliance.

12. Based on the limited review, evaluate whether processes provide a reasonable assurance that operations are in compliance with policies and procedures and regulatory requirements. 

13. If it does not appear that processes provide a reasonable assurance of compliance, develop detailed test objectives, procedures, and criteria to evaluate extent of non-compliance and impact.  Conduct additional detailed testing as needed to assess the overall impact of compliance concerns.  

V. Operational Effectiveness and Efficiency (Estimated Time to Complete – 30 hrs.) 
A.
The following table summarizes audit objectives and corresponding high-level risks regarding operational effectiveness and efficiency:

	Audit Objective
	Areas of Risk

	Evaluate accounts payables control processes, specifically addressing the following areas:

· Vendor invoicing and University review and approval processes.

· University payment processes.

· Management review of unreconciled items, unusual transactions, and backlogs.

· Management review of edits and checks to enable identification of unusual or unexpected transactions.

· Data recording and reporting.

· Other processes, as needed.
	· Inadequate attention to cut-off may result in significant overstatement or understatement of liability.

· Reliability of data may be reduced if all liabilities are not captured as of the cut-off, or if data is not captured accurately.

· Reliability of data may suffer if system edits are not designed or functioning to alert management of unusual data, such as duplicate invoicing or false billing.

· Lack of timely review of reports by management may result in degraded quality of liability data.


B.
Based on the information obtained during the general, financial and compliance overview, evaluate whether any operations should be evaluated further via detailed testing.  For example, the following review should be considered:

1. Interview the accounting staff to document the process used to record accounts payables and accruals.

2. Interview accounting management personnel to assess oversight over:

a. Edits and other reports related to accounts payables and accruals.

b. Old payable balances.

c. Significant payable balances.

3. Determine if performance standards have been implemented to monitor backlogs of unprocessed invoices and uncleared edits.

4. Evaluate customer survey data, if any.

5. Determine by observation and interview if system edits are adequate and are functioning as intended.

VI. Information Systems (Estimated Time to Complete – 20 hrs.) 

A.
The following table summarizes audit objectives and corresponding high-level risks regarding information systems:

	Audit Objective
	Areas of Risk

	Evaluate the following information systems, applications, databases, system interfaces, and records practices.

· Electronic or manual interfaces between departmental systems, applications, and/or databases.

· Electronic or manual interfaces with core administrative information systems.

· Records management policies and practices for both hardcopy and electronic records.
	· Security management practices may not adequately address information assets, data security policy, or risk assessment.

· Application and systems development processes may result in poor design or implementation.

· The confidentiality, integrity, and availability of data may be compromised by ineffective controls (physical, logical, operational). 

· Disaster recovery and business continuity planning may be inadequate to ensure prompt and appropriate crisis response.

· Records management policy and practice may not adequately ensure availability.


B.
Based on the information obtained during the information systems overview, evaluate whether any systems should be evaluated further via inquiry or detailed testing.   At a minimum, identify any significant changes to information or communication systems which impact accounts payables.  Evaluate the impact of any significant changes to the accounts payables system of internal controls.

 C.
If warranted, perform the following detailed testing:

1.
Review system input/output reports for a test month.  Assess propriety of all reconciling items.

2.
Consider test of key edits using simulated data.  This test should be performed by experienced auditors, with full disclosure to operating personnel. 

1. Do you have any concerns regarding the accounts payable or accrual process?  If yes, discuss specifics. 

2. Are accounts payable activities segregated from purchasing and receiving activities, and from general ledger recording activities?

3. Are higher value accounts payables subject to greater scrutiny and approval?

4. Are purchase order revisions for price or quantity increase in excess of the buyer's authorized approval level approved?

5. Are supplier's invoice matched and compared to an approved purchase order and appropriate receiving information?

6. Are invoices for which a purchase order or receiving report does not exist approved by management?

7. Are freight bills above an established limit compared to the supporting shipping or receiving documentation before payment?

8. Are supplier invoices reviewed for clerical accuracy?

9. Is adequate supporting documentation attached or matched to all invoices processed for payment?

10. Are system based controls operated to prevent duplicate payments?

11. Are original invoices used as a basis for payment?

12. Are aged, unmatched purchase orders, receiving transactions and invoices periodically reviewed, investigated and resolved?

13. Is a trial balance of accounts payable prepared on a monthly basis and reconciled to the general ledger?

14. Are debit balance accounts reviewed regularly and remittance on debit amounts outstanding for over X days requested?

15. Are debit and credit memos documented and approved?

16. Are debit and credit memos uniquely identified and traced?

17. Is there a verification of inclusion of suppliers in the approved supplier list/database?

18. Are accruals reviewed for reasonableness by supervisory personnel before being booked?

19. Are accounts payable and accrual activities subject to periodic self-assessment (view latest report)?
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